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Legal Notices
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1. Introduction

This document describes dNTARNetwork Test Automation Forum, 201&jtension thatdescribes a framework
for defining automation high level A&2The framework will serve as a guideline for future API development.

Motivation

Over the past 14 years, variougeanpts have been made at defining higHewel APIs to drive test equipment.
Those earlier attempts did achieve a number of benefits for end usmisiding

1 Consolidated many lovevel commands into fewer higher level commands
1 Provided a consistent iatface to users, within one company

1 Provided some code rese across projects

1 Provided minimal multvendor support

However, there were also numerous problems associated with such attempts:

No commonality across industry, many implementations

Many vendorspecific extensions

No specification (either negxistent or proprietary)

Only available in one language (Tcl or Perl)

Some implementationkadtoo many commands

Other implementationdiad fewer commands, but commandedtoo many arguments
Argumentshadunclear or unspecified defaults

Argumentshadunclear or unspecified dependencies

Deviating from highevel commands to lodevel commandsvasvery difficult
No method for managing dependent software, especially versions

No consideration for various archittures

Frequently no documentation

Performance of implementations sometimes poor

Proliferation of too many versions

Delays in feature support

=4 =4 =8 4 -4 -8 a8 -a a8 -a

The ongoing multiple attempts to solve this problem in a piecemeal manner have also created an unsustainable
ecosystem where the many partial solutisdraw on a limited resource pool, ultimately resulting in multiple poor
implementations. Automairsthat rely on such implementations essentially become stuck with a set of test
scripts that cannot easily be modified extended in various scenarios.

The root cause behind many of the above problems is a lack of awittéin, formal, and open specification that
is available to all parties. This document is an attempt to rectify the situation by proediaghewok for such
specificatiors.

Concept

This document defines the framework for specifying NTAF compliant high level test APls (N1eSRIAPIs will
cover a large range of scenarios including:

1 Stream generation
1 Protocol emulation
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1 Packet replay
1 Use case driven which combingsneration,emulation or replaytogether

APIs are to be defined in future NTAF documents. Each document will represent a collection of relevant APIs which
is referred to as aNTAP(NTAF Test APNTAPIwill be versionedto allow for future extensibility

Vendor extensions are allowed for batfe APIswithin anNTAPRENd for defining new APIs. This allofos
continued innovation and product differentiation.

Architecture

The high level API is executed by a test cl{ggqjuestor) which triggers requests (action plus data) being sent to

the test device (provider). The provider acts as the server in the client server architecture with the requestor acting
as the client. The provider processes the request which may inglederming a desired action and then

responds with the resultThe provider may be implementéd many fashions includiras an on board

component ofatest device or as an intermediary device, such as a server which relays the commartestto

device.

Requestors are typically scripts that are developed by automaldrs.scripts either access a client library that
provides the translation from the native language (e.g. TCL or Perl) into the pfo&delol bindingor the scripts
directlyimplement theNTAPI protocol bindindProviders are typically traffic generators and protocol emulators.

The following figure depicts this typical setup.

Requestor Provider

(Test Client) (Test Device)

NTAF High Level Test API Test executed using
desired protocol

Figurel High Level API Architecture

Multiple systems / devices under test, provideasnid requestors may be present in any one deployment. How
these interact is outside of the scope of this document.

Conceptual Model
Conceptually a network is a set of connected nodes, as pictured below. The basic objects represented in the
diagram are ndes and connections between those nodes.
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Providers seek to test network elements. A single network element (node) can be singled out for testing and is
labeled a Device Under Test (DUT). This is shown below.

Wi
-
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A group of network elements (nodes) may also be tested. In this case they are labeled a System Under Test (SUT).
This is shown below.

Whether testing a DUT or SUT, the concept is the same. In the ensuing discussion the distinction will be ignored
and the more generic term SUT will be used for both.

A provider is used to simulate netwarland their correspondingiaffic. First generation tools were known as
traffic generators. Over time high level protocol emulation became available. A provider cotméoesSUT
through ports. These ports caendtraffic as well as receive trafficapture) This is shown below.

Provider
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Theprovidersimulatesthe parts of the network which are needed to test a SUT. Siimailatednetwork elements

(nodes)are logically the source and destination of the trafficd communicate with the SUT through tipeovider
ports, as shown below.

Provider
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The taffic sentand receiveddy provideramay include a combination of:

1 Streams; generatedpackets that have a common idéfier, typically via a payload signatufgtateful or
stateless)

Emulations; generated packets that represent protocol implementations, typically layer 4 and above
Replayg; previously captured packets that are either directly sent or modified baseti@source and
destinations

1
1
The traffic received by providers may be captured and filtered based on port, node, stream, and emulation.

Traffic is an overloaded term and is often associated with what is defifedeas streamsAs suchthroughout
this dacument the termEX(exchangedlata)is used toindicate anycommunicated datavhether it isstreamsor
traffic, emulations, or replays.

Nodes, portsand EX§ (streams, emulationandreplays)are basic resources needed psoviders and are the main
objects that are managed by the NTAF high level test API.

Duringtest execution, results are generated at multiple levels by the provider. Resuite in many forms
includingpacket capture(at port or node, filtered or otherwisepacketstatistics ét port or node, such as number
of packets or bit rate)emulationstatistics (e.g. HTTP response timeskmulationoutcomes (e.g. BGP advertised
route count).

Intended Usage
There are many areas and levels of abstraction that a test AP| can coveriridiede:

1. Setup and configuration of providers

2.  Runningestswith node andtransmissiorcontrol.
3. Results gathering and analysis.

4. Setup and configuration of DUTs and SUTSs.

5. Executiorcontrol logic.

This document will concern itself primarily witems 13. While item 4 is important for test scripts, attempting to
bound the wide array of possible DUTSs is beyond this framework's scope. Similarly, attempting to define the
control logic of item 5 with the many available scripting and programming languages #&dastsidered too vast
a task for this document.

Thus this framework covetsgh level testAPls concerned with the following types of operations.

1. Setup and configuratioof providers (i.e. test equipment)
a. Create and configure nodes.
b. Create and confige ports.
c. Create and configurEXincluding streams, emulations, or replays
d. Configure the types of data to be gathered.
2. Running and control.
a. Start and stopghe simulation
3. Results gathering and analysis.
a. Collect results.
b. Reports results to users.
c. Analyzeresults for pasail conditions.
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The intention is nofor the requestorto drive interactive tests with therovider.

Design Principl es
The high level API framework and the resulting API definitions are built using the following psincipl

1 The API allows simple common tasks to be easily performed but makes it possible for the complex tasks to
be completed. It is recognized that users prefer high level APIs however at times require the ability for low
level interactions to complete detaile@s$t cases. Bothre supported

1 The API followRESTfudemanticdncluding:

o Client server architecture

o Strict interface definition to allow separation of user and tools

0 Separation of data (e.g. tedtributes of the configuration)and theactions (e.gcreate, read,
update, delete, control) that operate on the data

1 The APl is object orientated. The requestor manipulates objects on the provider. This allows reuse across

test sessions.

The API allows for vendor extensions for both #ittionsand the data

The API follows definedboventionsfor naming, behavior, and documentatiofhis allows a user that is

familiar with one compliant API to be instantly comfortable when a new API is introduced.

1 The API allows for high performance. It allows for lagfionsto occur (e.g. adding 100 interfaces can be
done in a singlaction, not 100 separatactions.

1 The API uses off the shelf technologies.

= =4

These princigs were selected to support the followingpals

91 Provide a consistent API experience for users

91 Allow test reuse from project to project

1 Allow test reuse between vendors and versions

1 Enable vendor implementations without excessive deployment effort
1 Enable vendor innovation and product differentiation

API Structure
The main components obmpliant NTAPI Risare:

1 Attribute ¢ key/value pair of data that represents a property of an object (e.g. name)
1 Object¢ instance oftlass which ia collection of attributes that represent a thing (e.g. node)
1 Action¢ a proceduranvokeon an objectinstance, a collection of objectsy on the provider

The relationships between these components:are

Objectsare comprised oéttributes

Objects are identified by URIs

Actions manipulate objects and their attributes

Actions control the provider (e.¢est equipment)

Actions return status (code and message) which indicate the success or otherwise of the procedure
Actions may return data (object, list of objects, etc)

=A =4 =4 -4 -4 -4

2. Relationship to Existing NTAF Standards

While this document covers a new area for NTiAleveragethe existing NTAF standards. Specifically it uses:

1 The XMPP transport and harness mechanisms defined-@9Tand TH02
1 The vendor extension mechanism defined ir0DS.
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It is expected that future NTAPI specifications will leverage futlirAF work such as the reporting specification.

3. API versions

Test scripts are written at a particular time but are maingaifior a considerabléime thereafter. This means
scripts are written against a particular API version but maintained across rauifil versions. For this reason
NTARS will support the following:

1 Clear tracking of version changesr NTAPI. The version will be represented as a single integer that is
incremented on each published chan@ée initial version will be zero (v0).
1 Versionspecification when accessing an NTAPI

4. Vendor Extensions

Vendors will follow the conventions defined in the NTARJ&Inventory specification when extending a
published NTAPI. Simply put, Vendors will prefighitem in question such as the API, object, or attribute
with a name owned by the Vendor. For example, Acme Inc may use the prefix of acme.

5. NTAPI Naming Conventions

The following naming conventions will be used for NTAPI actions, objects, and attributes.

NTAPI names will use lower camel case. For exampig, eapSim orwebSockt.

Action names will start with a vednd use lower camel casEor exampletart or resetStatistics

Object names will be nourand will use upper camel caseor exampl®hcpClierd

Object names normally serve to identify collection objects. As such they should be plural unless plural
does not make sense grammatically. TRUspClientss plural buticmpis not.

1 Attribute names will start with a nouand will use lower aael case For examplehecksumEnabled

f
f
f
f

The only exception to the conventions is when a vendor specific prefix is added.

Objects are identified by a unique URI. The NTAPI format is as follows:

Intaf/ntapi/<NTAPI name>/<NTAPI version>/<object name>[/<dljestance>]

Where:
1 /ntaf/ntapi identifies this is an NTAF compliant NTAPI
1 <NTAPI name> is the name of the NTAPI per its specification
1 <NTAPI version> is the NTAPI version prefixed with a v per its specification
1 <object name> is the name of the target ebj per its specification
1 <object instance> is optionally the target instance of the object

For example:

Intaf/ntapi/dhcp/ vO/DhcpCliens/0
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Here there is dictitious NTAPI called dhcp in its first versi)( It defines an object DhcpClier@ind the URI is
targeting the 0 instance.

6. Action Categories

Actions are separated into categoriesanipulation ad control.

Manipulation actions are for the creating, reading, updating, and deleting of the Nbfgets and attributes.
Depending on therainsport used, these actions may be implicit (e.g. HTTP GET is for Reéduinfg)lowing
manipulation actions will be supported:

1 Createq Used to create a new instance of an Object

1 Readg Used to retrieve the details (attribute or names) of an existitge€t or Objects

1 Updateg Used to modify an existing instance of an Object

1 Deleteq Used to remove an existing instance of an Object

Control actionsare for controlling the behavior of the providddepending on the transport used, these actions

may need to be explicitly included (e.g. HTTP POST with action in the query Stifpllowingare example
control actions:

9 start¢ Used to start a test based on the configured objects and attributes
1 stopgUsed to stop an Hprogress test.
9 clearc Used to reset the provider and its counters (e.g. test equipment) back to known state

7. Objects

The following sections describe the key objects used by the high level test APIs. Existing vendor implementations
may have data models that provide functionality above and beyond what is described. For backwards compatibility
and reuse, it is understood that implementers may use the fagade design pattern to support concurrent models.

EX

EXrepresents the data sent andceived between the provider and the SUT/DUhis datas categorized into
streams(or traffic), emulationsandreplays All EXinstances may be configured as liiectional or bidirectional
and will support receiving as well as sending.

Each of theseategories will define instances in future NTAFIe behavior of the data generated or replayed will
be determined by the options provided by the instanc&@seams deserve special mention in that they are
constructed by specifying instances at differéayers in the stackeExample instances may include:

1 Streamg; Ethernet (layer 2), IP (layer 2ndUDP/TCP/SCTP/RTP (layer4)
1 Emulationsg DHCP, BGP, IGMP, RIP, and HTTP
1 Replays; Direct and altered

Multiple instancesnay becombined togetherthus providing support for fuimulation

E>6 are associated with nodes and then travepsets to reach its intended target. It provides the node with its
personality, i.eEXdefinel y2RSQ& o0SKIF@A2NI I yR NRB{S Ay (GKS dSaio
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In afirst example, rangeneratedEX(Ethernet/IPIUDPstream) isused Thepayload of thedUDPpacketsshare a
commonidentifier (signaturg. This is depicted below.

Stream

(Ethernet,
IP, UDP)

In asecondexample, theEX6 may bea combination oemulationinstancesIn this examplea DOCSIS modem
going through its boot processsimulatedby includingDHCP, ToD, and THIfBtocol emulation.

In athird example, previously captured packets are replayed. This is depicted below.

Packet

Replay

While not depicted in the examples, streams, emulations, mepdays may be combined together to provide more
complex network simulation.

Node

Nodes are associated with ports or other nodes. From a network perspective this association may also be
considered a connection. This is shown below.
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A single port may beonnected to multiple ports as depicted below.

The term nodavas chosermecause it is familiar to test authors. It also allows for great flexihilitysage For
example, a nodean represent a single device or it a@present the internet or other mssive network structure
for which terms such as "interface" ddevice"would bemisleading.

Port

Ports objectxan be createdconfigured and associated witlkither hardwareor virtual port locations.In the
object model the ports are the links from the provider to the DUT/SUT. The functionality that the underlying
hardware or virtual port provides includes the ability to generate and captaremunicated data

Result

Results are split into two partBirstly there is the configuration of the results that will be collected during test
execution. Secondly there are actual results that are collected during test execution.
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The configuration of results is managed via a single object that spans the prowidging the portsE)$, and
nodes.By default, the NTAPI specifications will define the most commas#ycollectionsettings to improve ease
of use. Additionally, the NTAPI specifications will allow for furtheput to be collected and returnedy
manipulating the results configuration object

The output of the test execution returned asa separat object whichis created when a simulation is started.
Resultsoutput will contain a hierarchy of information that is enabled at the port, nodesXobject level. This
information can then be viewed in aggregate or the details can be examined as needed.

The information contained in the resultaitput will include:

1 Packet captures which may be configured both on the port and the nodes. They may rieel filte
unfiltered. For example, a node may be configured to only capture packets for the protocots¢hat
testing where the port may be configured to capture@mmunicated dataent to unknown nodes.

1 Packet statistics which may be configured bothtbe port and the nodes. Different level of statistics may
be captured at different ports or nodes. For example, the port may be configured to provide statistics on
overall packet throughput (packets per sec, bits per second) and the nodes may be @hfgprovide
statistics on the protocolthat are under tesbr the rawcommunicated datdhey are generating.

1 Emulationstatistics which arelefined bythe instance. For example, statistics on HTTP response codes
may be collected or HTTP responses fffedent methods.Emulation instances may provide additional
options (configuration) on the enabled statistics.

1 Emulationoutcomes which arelefinedby the EXobjectinstance. For example, for DHCP the outcome
mayincludethe leased IP address, lease timed other returned options. For BGP it may be the
advertised route countEmulation instances may provide additional options (configuration) on the
enabled outcomes.

8. Language Independence

Compliant APIs are by their nature language independent. FirgyAPIs will be specified in an encoding and
transport independent format (i.e. tables in a document). Secondly, the semantics used will utilize the only
ubiquitous language features. Finally, the framework will only define encodings and transports véhich a
ubiquitous within the development community to allow for off the shelf tooling. The framework will not dictate
how to implement the API at the requestor or provider.

All of this allows for arbitrary language choices as implementers feel fit. Cliearigi for specific implementation
languages (e.g. TCL or Perl) may be developed by providers, requestétfasti@s. These libraries may provide
an easy to use bridge from the language of choice to the NTAPI protocol binding.

Encodings and transpisrare defined in the following sections along with the valid combinations (bindings) of the
two.

Encoding

The encoding is responsible for defining how the APIs (e.g. request or response) are represented when being
transported.
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Initially, the framework defines two encoding methods, XML and JSON.

XML is selected as it is:

=A =4 -4 -4 -4

Human readable

Widely supported in multiple implementation languages
Supports internationalization

Operates within the selected transport

Supports validation usg a defined schema

JSON is selected as it is:

=A =4 =4 -4 A

Human readable

Widely supported in multiple implementation languages
High performance

Supports internationalization

Closely tied with RESTful APIs operating over HTTP

Additional encodings may be defined metfuture.

XML

WT-0065 Revisionl

The XML encoding is defined by the WB®&{//www.w3.0rg/TR/2008/RE&mI2008112§. The following rules
are applicable to its usage:

f
f
f

UTF8 character encoding shall be used
Attributes shall not be used
All unknownelements and attributes shatle ignored

The following is an example XMhcoding

<?xml version="1.0" encoding="UTF -8"?>

<Body

xmins="http://ntaforum.org/2014/ntapi/body.xsd"
xmins:xsi="http://www.w3.org /2001/XMLSchema - instance"
xmins:xsd="http://www.w3.0rg/2001/XMLSchema">

<Entries>

<Entry>
<Name>argumentl</Name>
<Value>valuel</Value>
</Entry>
<Entry>
<Name>argument2</Name>
<Value>value2a</Value>
<Value>value2b</Value>
</Entry>
<Entry>
<Name>groupl</Name>
<Entry>
<Name>argumentl</Name>
<Value>valuel</Value>
</Entry>
<Entry>
<Name>argument2</Name>
<Value>123</Value>
</Entry>
</Entry>

</Entries>

</Body>
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JSON
JavaScript Object Notation (JSON) is described by RFC 4627.

The following rules are applicableits usage:

1 UTF8character encoding shall be used
1 All unknownfields shalbe ignored

The following is an example JSémntoding

"Entries": [
{
"Name": "argumentl",
"Value"; "valuel"

"Name": "argument2",
"Value": [
"value2a",
"value2b”

"Name": "group1”,
"Entries": [
{

"Name": "argumentl1"

"Name": "argument2",
"Value": 123

Transport

The transport is responsible for thielansmission of the API messages over the network. This includes connection
setup and maintenance.

Initially, the framework defines two transports, NTAF XMPP along with HTTP.
NTAF XMPP is selected as it is:

1 A comprehensive transport with additional suppéor registration and discovery
1 Widely supported in multiple implementation languages
1 Leverages existing NTAF specifications and implementations

HTTP is selected as it is:

1 Widely deployed and well understood
1 Widely supported in multiple implementation lgnages

Additional transports may be defined in the future.

NTAF XMPP
NTAF XMPP is defined in NTAROBand T®02. The following rules are applicable to its usage:

1 The NTAF High Level API Action harness which aligns with the supported HTTP methsaidi¢sde)
shall be used.
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1 The response status code shall contain the action response status
1 Themapping ofmethod to NTAPI action shall be:
‘ Method Action
POST Create when performed with URI that does not contain an obje
instance (e.g. /ntaf/ntapi/dhcp/0/DhcpClients)
GET Read
PUT Update when performed with URI that does contains an object
instance (e.g. /ntaf/ntapi/dhcp/0/DhcpClients/1)
DELETE Delete
POST Control actionspecified with by action parameter in the query
string contained in the URI
HTTP

HTTP is defined per RFC 2616. The following rules are applicable to its usage:

1 The supported version is 1.1.
1 The following methods shall be supported:
o GET
o PUT
o POST
o DELETE
1 Temporary redirection shall be supported.
1 Theresponsestatus code shall contain the action response status
 TheConterit 8 LIS KSIFRSNJ akKlFftft Fftgleéda 6S AyOfdRSR gAGK GKS
the quotes) when transpddi A y 3 - a[ 2j3dé ¢ OGN K@ HAIA ZIWKIS |j dz2 1 S & 0
1 The mapping of method to NTAPI action shall be:
Method Action
POST Create when performed with URI that does not contain an obje
instance (e.g. /ntaf/ntapi/dhcp/0/DhcpClients)
GET Read
PUT Update when performed with URI that contains an object instar
(e.g. /ntaf/ntapi/dhcpAO/DhcpClients/1)
DELETE Delete
POST Control action specified with by action parameter in the query
string contained in the URI
Bindings
Thefollowing are the combinations of encodings and transports that are supported by the framework.
1 XML over NTAF XMPP
1 XML over HTTP
1 JSON over HTTP
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9. Compliance

Individual NTAPI specifications will outline their requirements in order for an implementer toadanpliance.
These will include:

API documentation

Default values

Encoding and transport bindings
Supported use cases

Reported results

=A =4 =4 -4 =

The exact procedures for verifying compliance is left to be decided by the technical committee.

10. Use Cases

IPSec

Overview

In this use case, simulated GREeate and maintain IPSégnnelswith a security gateway (SeGW) which
terminates the connections. The SeGW is the DWis use casmay represent remote offices that are connecting
back into the headquarters of an enterprise.

S

CPE1 . IPSecTunnel
DUT
IPSec Tunnel Enterprise
@ P % Network
CPE2 SeGW
"I.PSec Tunnel

CPEN

Objective
The objective of the test is to validate the SeGW can accept and maintain IPSec tunnels for up to 1000 CPEs along
with route streamssourced from tle tunnelsto the connected network

Topology

The topology of the test includes a single provider which has one(port 0) connectedto the public side of the

SeGW (accepting IPSec connections) and then another port (port 1) connected to the privatietisel8eGW

(connecting to the enterprise network). Each CPE is represented by a nhode @686)1lalong with a node (node

0) to represent the enterprise network. The nodes representing the CPE have IPSec client emulation enabled and a
stream for sendinglatafrom the CPE to the destination node.

The following diagram depicts the provider and DUT setup.
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Provider
(Test Tool)

Public

Private

Object Model
The following diagram depicts the object model with the destination and CPE nodes sharing a stream with bi
directionaldataflowing. The CPE additionally have the IPSec client emulation.

Public Port CPE

IPSec Client
(Port 0) (Node 1 - N} ecSen

Private Port Destination
{Port 1) {Node 0}

Basic Results IPSec Results
(result 0) (result 1)

NTAPI Sample Usage
The requestor executes the following highlight sequence to configure the test.

1. Create public port (/pod/0)
2. Create private port (/poi/1)
3. Create IPSec client emulati¢/emulations/ ipsed0)

August2014 © Network Test Automation Forum. All rights reserved. 230f 38



Automation API Framework WT-0065 Revisionl

4. Createtraffic stream with bidirectionalflow (/streans/0)
5. Create destination node (/nodD)
a. Associatdraffic stream(/streams/0)
b. Associate private port (/posil)
6. Createl00CPE nodinstances with template of
a. Associate IPSetient emulation(/femulations/ipsec0)
b. Associatdraffic stream(/streams/0)
c. Associate public port (/postO)
7. Create basic resul{gresults/0)
8. Startsimulation
9. Wait forsimulationto complete
10. Retrieve and view results
11. Validate all IPSeannels were created and the streams successfully patseéxpected data

HNBAP

Overview

In this use case, simulated Home Node Bs (HNBSs) register with a HNB gatew&MbiN&ing the HNB

application part (HNBAP) signaling defined by 3GPP. Once thestid¢fisiered with the HNBW, it may register
user equipment (UEs) that it serving. The HBMW is the DUT. This use case represents a typical flow between a
HNB and a HNBW in a UMTS network.

~_

HNB 1 ~__HNBAP

DUT
— HNBAP ~ @
HNEB 2 el HNB-GW

~

7
" HNBAP

HNB N

Objective
The objective of the test is to validate the Hi@&BV can acce0,000 HNBs that register themselves and 2 UEs.
This would represent a situation where there has been an outage and the HNBs are reconnecting.

Topology
The topology of the test includes a single provider which has one port (port 0) conrtedteel HNBGW. Each

HNB is represented by a node (hod&d000) with have HNBAP client emulation enabled. The HNBAP emulation is
configured to perform a HNB register followed by 2 UE registers.

The following diagram depicts the provider and DUT setup.
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Provider
(Test Tool)

DUT
(HNB-GW)

Object Model
The following diagram depicts the node object model with the HNB nodes having HNBAP emulation.

HNB-GW Port HNB
{Port 0} {(Node 1 - N}

Basic Results HNBAR

(resukt 0)

Results
(result 1)

NTAPI Sample Usage
The requestor executes the following highlight sequence to configure the test.

1. Create HNBSW port (/pors/0)
2. Create HNBABmulation(/emulations/hnbap/0)
a. HNB register
b. 2 UE registers
3. Createl0,000HNB nodénstances with template of
a. Associate HRAP emulation(/emulations/hnbap/0)
b. Associate HNEW port (/pors/0)
Create basic results (/results/0)
Startsimulation
Wait for simultionto complete
Retrieve and view results
Validate all HNBs and UEs were registered

©No G A
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BGP Maximum Neighbors

Overview
This use case represanteighbor routers communicating routes to one another using BGP protocol. Typically a
BGP router is connected teweral neighbors. It must track advertised routes while simultaneously managing all

datait receives.
. Routes @ Routes @
Traffic Traffic

BGP Neighbor BGP Neighbor

Objective
This test measures the maximum number of BGP sesaibh$Tcan maintain while successfully routidgta plane
traffic.

Topology

Below is the actual topology used for thise caseThe basic configuration is that a DWduter) is connected to a

test device. The DUT is shown with two interfaces. Those interfaces are connected to two test device ports, with
one DUT interface conneet to the test device left port and thether DUT interface connected to the test device
right port.

Inside the test device network elements aienulated Thesimulatedobjects consist of four node$he neighbors
(node 0 and node 2) each represent onexwre neighbor routers connected to the DUT. The endpoints (node 1
and node 3) each represent one or more network entities which can send and relegavplanetraffic. These
endpoints represent entities which neighbor routers advertise as known routes.

Provider —
(TestTool) left
(node 1)

Neighbors

left port_left

(node 0) DUT
(router)

port_right
Neighbors
right
(node 2)

Endpoints
right
(node 3)
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